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Supplemental Privacy Notice  

Effective: January 1, 2023  

   

This supplemental notice is provided to explain the ways McKesson processes your personal data.   This notice 

supplements the privacy notice provided by the manufacturer of your product.   

   

Sources of Personal Data   
We collect personal data from the following categories of sources:   

• Your device or browser   

• Directly from you when you provide information   

• Our affiliates and business partners   

• Data verification services    

• Marketing vendors and advertising networks   

• Healthcare providers    

  

Personal Data We May Collect   
We collect or process the following categories of personal data:  

• Identifiers, such as real name, alias, postal address, unique personal identifier, online identifier, Internet 

Protocol address, email address, account name, signature, physical characteristic or description, telephone 

number, insurance policy numbers, employment status, or employment history  

• Characteristics of protected classifications, such as race, sex, disability, marital status  

• Commercial information, including records of personal property, products or services purchased, obtained, 

or considered or other purchasing histories or tendencies    

• Biometric information   

• Internet or other electronic network activity, including, but not limited to, browsing history, search history, 

and information regarding interactions with the site   

• Geolocation data   

• Professional or employment-related information   

• Education information    

• Inferences drawn from any of the information identified above to create a profile about you that reflects 

your preferences, characteristics, psychological trends, predispositions, behavior, attitudes, intelligences, 

abilities, and aptitudes    

  

We collect or process the following categories of sensitive personal data:   

• Social security number  

• Medical information  

• Health insurance information     

• Racial or ethnic origin  

• Genetic data  

• Biometric information 

• Personal information collected and analyzed concerning your health  

  

Processing, Disclosure, and Retention of Personal Data    
The categories of data collected and listed above will be processed, disclosed, sold, shared, and retained as described 

below: 

  

  
Processing Purpose  

Categories of Third Parties to 

which we Disclose that 

Personal Data  

Categories of Third Parties 

to which we “Sold” or 

“Shared” that Personal 

Data   

  
Retention  
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• To perform the 

business services you 

have requested and/or 

to provide reasonably 

expected goods 

• To develop new 

products and services  

• To provide 

personalized and non-

personalized offers and 

services based on your 

interactions with our 

site/product or 

affiliated vendors 

utilizing your browsing 

history, search history, 

and interactions with 

our site products, or 

services  

• To detect security 

incidents that 

compromise the 

availability, integrity, 

authenticity, and 

confidentiality of stored 

or transmitted personal 

information  

• To prevent malicious, 

deceptive, fraudulent, 

or illegal actions and to 

prosecute those 

responsible for those 

actions  

• To protect our rights, 

property, and safety or 

the rights, property, and 

safety of others 

• To perform services, 

such as maintaining or 

servicing accounts, 

providing customer 

service, processing or 

fulfilling orders and 

transactions, verifying 

information, processing 

payments, providing 

financing, providing 

analytic services, or 

providing storage 

• To verify, analyze, 

maintain, or enhance 

the quality or safety of 

our products and 

services 

 

• Our vendors and 

service providers 

• Healthcare providers  

• Our affiliates and 

business partners  

• Law enforcement, 

when required by law 

• Our customers, on 

whose behalf we are 

collecting your 

information   

  
  

We do not sell or 

share your personal 

data  
We do not knowingly sell or 

share personal data of 

residents under the age of 

16.  
  

• We retain your 

data as required 

and allowed by 

our customer 

contracts , 

Terms of 

Service, 

regulatory/legal 

obligations, or 

as otherwise 

allowed.    
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• For profiling in 

furtherance of decisions 

that produce legal or 

similarly significant 

effects concerning a 

consumer 

• To comply with legal 

obligations   

  
  
  

 

There are times when personal data is shared or disclosed externally with other companies, organizations, or 

individuals when we have a good faith belief that access, use, preservation, or disclosure of that data is reasonably 

necessary to:   

  

• Meet applicable laws, regulations, legal processes, or enforceable governmental requests    

• Enforce applicable Terms of Service, including investigation of potential violations   

• Detect, prevent, or otherwise address fraud, security, or technical issues    

• Protect against harm to the rights, property or safety of our users, McKesson, or the public as 

required or permitted by law   

• Engage in a merger, acquisition, reorganization, or sale of all or a portion of the business’s assets  

  

We may sell or share deidentified information. Deidentified information is data that is no longer considered 

individually identifiable and has been deidentified in compliance with either the HIPAA expert determination 

method or the HIPAA safe harbor method as described in Sections 164.514(b)(1) and (2) of the Code of Federal 

Regulations.   

   

Your Rights          
 

Certain states provide privacy rights to their residents.  If you or your authorized representative would like to 

exercise one of your rights, please refer to the website for the manufacturer of your medication.   


